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Across the humanitarian sector, “data” permeate and inform responses to violence, 
disaster, and health-related crises. Delivering health care in humanitarian emer-
gencies or conflict contexts requires many types of data: numbers and narratives 
about patients, staff, disease, treatment, and services. Multiple demands drive data 
collection at various levels, too often resulting in a mismatch between the tenets of 
data minimization (collect only what you need) and usage (use all you collect). 
Donors mandate specific data collection via both official reporting and ad hoc, 
informal requests, and humanitarians share data with other humanitarians and 
with donors. In this essay, I examine the specific issue of sharing data between and 
among humanitarians and donor governments. I pay particular attention to gov-
ernance and the often-overlooked relational dimension of data, their implications 
for trust, as well as the ethical questions that arise in light of existing debates about 
localization and decolonizing the humanitarian sector. 

Across the humanitarian sector, “data” permeate and inform responses 
to violence, disaster, and health-related crises. Delivering health care in 
humanitarian emergencies or conflict contexts requires data: patient re-

cords, staff records, epidemiological and outbreak data, data about how, when, 
and where patients use health services, not to mention data about the context or 
how conflict affects humanitarian health providers. These data take the form of 
everything from numbers to narratives, observations to geolocations.

As a result, the need to manage data collected during humanitarian operations  
is growing, with recognition of the importance of ensuring responsible use and pro-
tection of these data.1 In its recent operational guidance, the Inter-Agency Standing  
Committee (IASC)–a coordination forum of the United Nations–defines data 
responsibility in humanitarian operations as “the safe, ethical and effective man-
agement of personal and non-personal data for operational response, in accor-
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dance with established frameworks for personal data protection.”2 Managing 
data responsibly encompasses the complete cycle, from data collection, process-
ing, analysis, use, and storage, through to sharing, retention, and destruction.

Leveraging these data in service of more effective and accountable humani-
tarian health delivery, however, is fraught with challenges, some of which may 
increase the risk to those affected by conflict and disaster and to those providing 
health care in these settings. What data are needed, when, and by whom? How 
are data used and protected throughout their life cycles, from generation through 
destruction? Those working at the frontlines of patient care need information 
about symptoms, treatment, and medical histories, while those coordinating an 
outbreak response require aggregated data about overall cases and locations. Mov-
ing data across these levels–usually upward, from those providing services to 
those coordinating, funding, or regulating these services–requires sharing data 
among local authorities and organizations, humanitarian actors, and host and do-
nor governments. 

These multiple and diverging demands drive data collection at the field lev-
el, resulting in a mismatch between the tenets of data minimization (collect only 
what you need) and usage (use all you collect), a key component of data respon-
sibility. This is partly because the needs of these actors differ. Those funding re-
sponse efforts mandate data collection via both official reporting and ad hoc, 
informal requests. The formal guidelines, outlined in reporting templates and 
signed contracts, are informed by transparency, accountability, efficiency, pro-
gram design, and legal, regulatory, and policy frameworks. While official guide-
lines are laid out in legal contracts and data policies, the informal data requests 
come via multiple channels, sometimes with unclear justification. These requests 
can cause confusion, undermine trust and autonomy, and result in duplication 
or waste. In some cases, they pose risks deriving from the sensitivities of sharing 
data, in relation to reidentification that can increase vulnerability and discrimi-
nation.3 As a result, they raise fundamental questions about governance, risk, and 
responsibility, with implications for trust among those receiving, providing, and 
funding health care delivery in humanitarian settings.

In this essay, I examine the opportunities and challenges posed in managing 
data in humanitarian settings, and the specific practical–also ethical–dilemmas 
these developments pose for humanitarian health responders. In particular, I fo-
cus on sharing data between and among humanitarians and donor governments, 
as well as issues that arise related to trust, governance, and ethics.4 

In doing so, I first define data and the range of data collected in support of hu-
manitarian response and summarize some of the inherent risks of managing data 
for the humanitarian sector. Using political scientist Michael Barnett’s notion of 
humanitarian governance, I then discuss data sharing in relation to who governs 
this sharing and how it is organized and accomplished, with particular attention 
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to the unintended consequences and implications for trust and the relational di-
mensions of data.5 I conclude with some reflections on the ethical questions that 
arise in relation to Barnett’s first and central query–what kind of world is imag-
ined and produced?–and discuss these issues in light of existing debates about 
localization and decolonizing the humanitarian sector. 

Using technology requires and produces data. In a humanitarian context, 
these data may be deliberately collected to inform decisions, monitor 
progress, or report to funding agencies. They may be by-products of us-

ing the technology, as in the case of the metadata (data that provide information 
about other data) that identify locations or IP addresses of those putting informa-
tion into the system.6 Yet their potential uses do not provide any specificity about 
the parameters of these data, raising the question: what are they? 

In the context of the humanitarian sector, data have multiple meanings and 
characteristics. Data are quantitative and qualitative, personal and nonperson-
al, sensitive and nonsensitive, group and individual, aggregated and disaggregat-
ed. For example, humanitarians collect pieces of demographic and contact infor-
mation from those receiving assistance and aggregate these for donor reporting. 
Sensitive personal data include identifying information (name, date of birth) and 
patient medical and treatment histories, as well as location and group categories 
(age, gender, ethnicity). Equally, they can refer to data collected for purposes re-
lated to financial, audit, and compliance requirements, organizational human re-
sources and recipient/beneficiary information, and situational and contextual re-
porting, as well as to inform and monitor programs.7 

These data are often shared via open platforms, such as the UN Office for the 
Coordination of Humanitarian Affairs (OCHA) Humanitarian Data Exchange 
(HDX) or the World Bank’s DataBank.8 In other cases, data are collected and ag-
gregated to provide information and analysis to support and inform humanitari-
an responses, such as the needs assessment work of ACAPS or the assessment data 
analysis and dissemination activities of REACH.9 In some cases, these data concern 
the status and needs of specific groups, such as internally displaced persons (IDPs) 
or refugees. These include the Internal Displacement Monitoring Centre (IDMC), 
the International Organization for Migration’s Displacement Tracking Matrix, 
the Joint IDP Profiling Service (JIPS), and UNHCR’s Operational Data Portal.10 In-
dividual agencies also gather and store data on customized platforms, such as the 
World Food Programme’s SCOPE, designed to manage beneficiary information.11 
The World Health Organization (WHO) maintains and makes available a range of 
health data sets to support humanitarian response, such as the Health Responses 
and Services Availability Monitoring System (HeRAMS), while the second edition 
of the District Health Information Service (DHIS2) serves as a platform for na-
tional governments and others to manage district-level health information.12
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Clearly the quantity and range of data collected in support of humanitarian re-
sponses, including health programs, are vast and varied. These data, in turn, are 
shared among humanitarian actors and donor governments. Donors require for-
mal financial and programmatic reporting to provide assurances that the money 
is going to fulfill its intended purposes, and to advocate for or justify policies and 
decisions.13 More specifically, these data may be used to account for how fund-
ing is directed to particular populations, as in the case of the gender, age, or dis-
ability markers designating assistance to women, elderly, or differently abled peo-
ple. They are used to advocate for additional funding and to provide evidence of 
the ways in which a donor government has supported a particular humanitarian 
emergency. Data are also required to evidence that money is not misused (such 
as reporting related to corruption, fraud, or counterterrorism provisions) or to 
illustrate how agencies are responding to safeguarding concerns. In some cases, 
donors informally request data from humanitarians about particular programs, 
beneficiaries, or the security situation in a given conflict setting. These data may 
be sensitive (personal data) or not (general situational data). In requesting these 
data, donors are implicitly and explicitly mandating data collection, highlight-
ing an indirect relationship between data requests and data collection. In short, 
humanitarians collect data partly because donors ask them to share these data. 
This, in turn, can result in more data being collected than are needed, and can also 
increase risk. These risks include increased opportunity for reidentification or 
exposure to hacking and unintended uses of data, simply because more data are 
available.

Some donor governments also require data sharing to support the overall hu-
manitarian response, such as those requiring that program-related data sets be 
uploaded to open platforms or shared in support of coordination efforts. In re-
quiring data sharing, donors aim to encourage more effective and efficient pro-
grams. For example, sharing data can enable joint analysis of needs and ostensibly 
minimize the amount of data collected from those affected by conflict or disas-
ter. In theory, a joint, comprehensive needs analysis could identify multiple types 
of needs (water, shelter, nutritional status) across populations in a category (by 
gender, age, disability), and could be accessed via shared platforms. All too often, 
however, communities complain that they provide information, often repeatedly, 
but do not receive a commensurate response.

The constraints to sharing data, however, are many. At a rudimentary level, 
this includes underinvestment on the part of donors and humanitarians 
in the capacities and practices of conducting or supporting joint assess-

ments.14 Moreover, the systems and platforms that agencies use to manage data 
may differ (for instance, customized databases versus Microsoft Excel or Google 
Sheets). Likewise, the conventions of format (raw data or PDF data) and defini-
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tions (such as varied cut-off ages for “youth”) can limit the possibilities for easy 
sharing. Each of these variables places technical or other obstacles in the way of 
transferring data from one actor or platform to another.15 

Fundamentally, controlling data, including what and how data are shared, de-
termines and reinforces power in the humanitarian system. The agency that col-
lects the data controls the narrative–about the extent of need and the populations 
who need assistance–and acts as a gatekeeper by determining who has access to 
this information. As such, data serve to designate parameters for action and mark 
the territorial boundaries of agencies. For example, the UNHCR collects data about 
refugees, the International Organization for Migration (IOM) monitors migrants, 
while the internally displaced who do not cross borders may fall between man-
dates and data collection. The data these agencies collect thereby define their pop-
ulations of interest and set out areas of influence and authority. Any individual 
or agency wanting more information about these populations must then request 
data from the agencies. The data from these organizations, in turn, influence do-
nor decisions and public perceptions, including trust in data. For instance, the of-
ficial death toll from Hurricane Maria, which devastated Puerto Rico in 2017, was 
sixty-four people. Questioning this number, researchers sampled the population 
and estimated excess deaths at more than 4,600 people.16 The publicity that re-
sulted led authorities to revise their count upward. 

As the Puerto Rico example illustrates, organizations have incentives to pro-
mote their narratives and, by extension, the qualitative or quantitative data un-
derlying these narratives. In their synthesis of evidence and analysis of famine 
data, food security scholars Daniel Maxwell and Peter Hailey emphasize how po-
litical influences shape the data that are collected (or missing) as well as the analy-
sis, often more accurately reflecting political considerations of governments or 
agencies instead of on-the-ground realities. As they write, these considerations 
originate with 

governments who do not want the depth of a crisis to be exposed, donors who do not 
wish to investigate deeply the impact of counter-terrorism restrictions or who ex-
pect to see “results” from the money devoted to humanitarian response over the pre-
vious period, or agencies who also want the analysis to reflect the positive impact of 
programmes.17 

In another well-known example, a series of International Rescue Committee 
reports claimed more than five million excess deaths from conflict in the Demo-
cratic Republic of the Congo (DRC) between 1997 and 2008, which a subsequent 
Human Security Report rebutted.18 Whereas the first estimate served to generate 
attention and increase funding to humanitarian agencies operating in the DRC, 
the questions from the second arguably served to erode trust in casualty data from 
humanitarian agencies. Staggering numbers generate public attention, but they 
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can also serve to undermine trust in these numbers.19 Equally, governments and 
armed belligerents have incentives to downplay the human costs of armed con-
flict or disease. For evidence, one has only to look at controversies surrounding ci-
vilian casualties in the wars in Iraq, Afghanistan, or more recently Ukraine. When 
numbers diverge, they cause confusion for outside observers who may not be as fa-
miliar with the intricacies of definitions and the parameters of collection. In these 
cases, who arbitrates between competing data? In short, whose data are “right”? 
The competing COVID-19 death estimates are a case in point, with many podcasts 
and entire books devoted to unpacking and understanding these numbers.20 

Beyond these constraints, sharing data about individuals and groups of people 
can pose and create risks.21 These risks are myriad and include everything from 
reputational risks, surveillance, and privacy violations to the dangers of reidenti-
fication by combining data sets or the potential use of data beyond their original 
purposes or intended scope, particularly for nonhumanitarian purposes. For in-
stance, UNHCR shared the biometric data of Rohingya refugees with Myanmar 
authorities, the same authorities accused of committing genocide against the 
Rohingya.22 The outcry that accompanied this story caused reputational harm 
to UNHCR.23 While perhaps an extreme example, it illustrates one of the ways in 
which these data circulate widely, sometimes without the knowledge or permis-
sion of the data subjects. In the early days of the West African Ebola crisis, the per-
sonal data of patients were shared via Google documents and email because this 
served as the easiest way to share information in a dynamic and deadly epidemic, 
in which those with or exposed to the disease were often targets of discrimina-
tion and harm.24 Contact tracing requires names and locations, and because these 
data circulated without adequate privacy protections, they could have been used 
to seek out and harm those exposed to Ebola. Although there is less concrete evi-
dence of these risks consistently materializing, the examples of data hacking and 
misuse point to the possibilities.25

While the risks of sharing personal data are well-documented, those related to 
group data (such as data about an ethnic group) are sometimes overlooked. For 
instance, mobile phone data, even aggregated, can provide detailed surveillance 
about population movements that may put certain populations at risk. This sur-
veillance also increases possibilities for misinterpretation if those interpreting the 
data lack contextual awareness.26 

Particularly in conflict settings, the control of information becomes a currency 
of power and influence.27 In such settings, the sensitivity of location-specific data 
may increase, as such information can be used to target specific actors or entities. 
In Syria, where health facilities were repeatedly targeted for attack and moved 
under ground as a result, some humanitarian health actors refused to share the lo-
cations of facilities for fear that this information would be used to identify them.28 
At the same time, widely sharing this information serves the purpose of ensuring 
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that those targeting health facilities cannot claim ignorance about the locations 
of health facilities, which are protected in armed conflict under international hu-
manitarian law.

Implicit in managing data, and particularly sharing data between and among 
humanitarians and donors, are questions related to governance. To discuss 
these, I draw on aspects of Barnett’s definition of humanitarian governance, 

notably the questions of who governs data sharing and how this is organized 
and accomplished.29 Taking this one step further, to discuss his first and central 
question about the implications of governance for the kind of world that is imag-
ined and produced, I explore how governance confers and reinforces power and 
control.

Data are usually collected by frontline humanitarians or health workers, such 
as those with direct and primary contact with aid recipients or patients. These data 
are usually shared in raw, aggregated, abbreviated, or desensitized/anonymous 
formats, depending on the circumstances. Sharing happens internally within the 
organization in support of program implementation and monitoring, or external-
ly with other organizations as part of coordination activities. Thus, a local non-
governmental organization (NGO) or health facility shares data with other NGOs 
within the humanitarian cluster system or with local authorities. This represents a 
mostly horizontal movement of information. 

Although data are often shared horizontally between humanitarian actors, the 
primary direction of travel is upward. In this case, data move vertically, shared with 
national authorities or donor governments, in the form of reporting indicators or 
statistics, and information used in service of national or international coordination 
efforts. Whereas data sharing tends to move upward from the field, donor data- 
sharing requests usually travel in reverse: from donors to implementing partners, 
whether UN agencies or international NGOs, and then down to those doing the ac-
tual collection. In some cases, feedback loops are closed, returning this information 
to the original sources, such as when anonymized patient data are logged in health 
facility information systems and aggregated upward to inform national health pri-
orities and donor funding, and then returned to facilities and administrators in 
terms of support for staffing and requests for medical equipment and supplies.

All too often, however, data are not returned to those with the least power in 
the system: those collecting the data and the data subjects themselves. This has 
consequences for the quality of data collected and for their usage. Incentives to 
collect or provide quality data increase if individuals see an immediate bene-
fit to doing so, such as in the case of the closed feedback loops discussed above. 
Instead, however, much of the data are gathered to account for funds or report 
against externally defined indicators. Donors themselves have indicated that 
the formal reporting requirements, as specified in contracts and templates, are 
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not necessarily “fit-for-purpose.” Data requests may be burdensome and not fo-
cused on the “right” data, meaning that the data requested may be more for donor  
decision-making than “a tool for partners to make evidence-based adjustments 
in programming.”30 For instance, adjustments to make programming more effec-
tive are more likely to require contextual, qualitative data rather than numbers of 
beneficiaries, regardless of category.

The mechanisms for sharing data are formal (contracts and reporting tem-
plates) and informal (queries at site visits, over email and telephone). They are 
also intentional and unintentional. The formal and informal mechanisms imply 
an intentionality to sharing. But data are also abandoned. Humanitarian programs 
close, and data may or may not be properly destroyed. Violence and insecurity 
may force humanitarians to depart, potentially leaving behind sensitive data–
not to mention colleagues.31 The 2021 withdrawal of the U.S. military and its allies 
in Afghanistan is just one example.32 This raises ethical and practical questions 
about the risks these abandoned data pose to the people left behind. 

Finally, as the complexity of the technology used to collect and share data in-
creases, such as blockchain or distributed ledger technologies, drones, and artifi-
cial intelligence, so too does the need for technical expertise to understand these 
technologies and their implications, and for “translators” who are attuned to the 
humanitarian context and have the technical expertise to deploy these technol-
ogies safely and effectively in humanitarian settings. In the case of blockchain, 
understanding the technology itself is a challenge for many humanitarians, not to 
mention the legal and regulatory frameworks regulating its deployment, the intel-
lectual property related to its initial development, and the ethics of doing so. This 
all requires significant and diverse expertise.33 Without proper safeguards, we run 
the risk of “humanitarian experimentation,” or the use of new and often untested 
technologies on already vulnerable populations.34

Taking this discussion further, there are multiple potential, if unintended, 
consequences of gathering and sharing data. First, data reporting require-
ments mean that humanitarians are collecting and sharing more data than 

they might otherwise, thereby increasing the potential data risk and undermining 
key principles of data responsibility. In the interviews I conducted with humani-
tarian workers, they told me they often justified additional data collection by say-
ing “our donor requires it.” The additive effect only increases as the data chain 
lengthens and complexifies with additional implementing partners: government 
donors that contract with humanitarian actors (UN agencies or international 
NGOs) that, in turn, subcontract other entities, often national or local NGOs. As 
one interviewee explained, if the amount of data collection required to satisfy re-
porting requirements increases with every additional implementing partner, then 
it will be impossible to limit data collection and sharing.
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Second, the notion of “data quality” can be used both as a justification for hu-
manitarians not to share data and as an excuse for donors not to fund programs 
or organizations. As my interviewees highlighted, the data that are collected as 
part of humanitarian programs and reporting may originate from different sourc-
es (such as two implementing partners), perhaps using different approaches and 
resulting in discrepancies in data quality. As one interviewee stated, “In these re-
ports we have a combination of data that we collect. Some we collect, but others 
come through [other actors]. So we have an estimate but maybe this is not that 
accurate. We may be combining apples and oranges and pears.” These differences 
can become an excuse not to share data with other humanitarian actors or donors, 
because the data are not “good enough.” This may also turn into a pretext to hoard 
and control data. If data are not widely shared, or if one organization controls the 
data about the type and extent of needs in a humanitarian context, then this or-
ganization controls the overall narrative of need, with consequent implications 
for funding and coordination. It could also result in the duplication of efforts as 
multiple agencies collect similar data from the same population, thereby wasting 
resources. In this way, data confer power to the organization that controls them. 

At the same time, concerns about data quality or the misuse of data mean that 
donors require more detailed data because they question the quality and accuracy 
of what has been reported or shared. As one humanitarian told me, “I think the 
more the donor is interested in the quality of the results, the more detailed data 
would be requested. Also, the quality sometimes gets linked to the political inter-
ests [of donors].” These concerns can affect the willingness to fund programs or 
organizations. In the words of one interviewee, “Data has become an excuse for 
donors to not fund. We’ve heard this in the past few years, in the sense that ‘your 
data is not accurate enough’ . . . or not disaggregated enough. Or that we don’t 
trust your data, or that it is inflated data.” In these ways, the issue of data “quality”  
can feed mistrust. This mistrust operates at multiple levels: between donors and 
humanitarian responders, and also between humanitarians and the general pub-
lic, when these entities lose confidence in the data generated in support of a hu-
manitarian response. Because the data are not perceived to reflect reality, this 
could result in less public support for a proactive response or simply serve as a jus-
tification for offering less funding to an appeal.

A related question, one that is well-trodden and especially thorny, is that of 
consent in humanitarian contexts. Informed consent is one of the bases of exist-
ing legal personal data protections. Critics charge that it is not possible to gain 
voluntary consent in a humanitarian response, since receiving assistance is predi-
cated on the provision of personal (often biometric) data. On the other hand, hu-
manitarians are legally required to share data, such as aggregated indicators, to ac-
count for funding (such as the number of patients treated) as part of donor grants 
and contracts. In most cases, if consent was not initially given for this purpose,  
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humanitarians have used the legal concept of “legitimate interest” to permit the 
legal sharing of data with a donor, since the donor has an interest in ensuring that 
money is efficiently and properly used.35 In terms of governance, however, this 
raises further questions. As one interviewee stated, “If you haven’t told people 
you are going to need it for that purpose, you can’t change the purpose just be-
cause they are poor and disempowered, and have no way to sue you to get back at 
you.”

Another set of implications relates to trust, and the inverse relationship that ex-
ists between trust and data sharing. On one hand, high-profile scandals and breach-
es of trust result in more scrutiny and, consequently, more detailed or onerous  
data-sharing requests. In my research, donors and humanitarian interviewees 
saw more stringent monitoring and accountability in the humanitarian sector as 
legitimate, requiring more data. Interviewees named multiple factors that have 
increased attention to and oversight of humanitarian programs: the high-profile 
political debates about aid provision or effectiveness, the provision of assistance 
in conflict-affected areas where agencies operate remotely or where they lack con-
sistent access to populations in need, and the often high-profile corruption, mis-
management, or other conduct violations by humanitarian actors. For instance, 
after high-profile media reports that aid workers from multiple organizations, in-
cluding Oxfam, Médecins Sans Frontières, and the World Health Organization, 
among others, were sexually exploiting those seeking assistance, donors began 
requiring regular and mandatory reporting of safeguarding cases. The UK govern-
ment even paused its funding for Oxfam on two separate occasions due to these 
accusations.36 Donor interviewees highlighted cases of fraud and corruption as 
precipitating increased scrutiny of their processes and procedures, including on 
budgets and programs, and of the humanitarian sector more broadly. This scruti-
ny has resulted in more data requirements and additional data-sharing requests, 
particularly where financial or audit-related or compliance requests (such as those 
related to counterterrorism efforts) appeared to be linked to ensuring humanitar-
ian funds are not supporting terrorism and are being used to provide assistance 
and protection to those most in need.

On the other hand, established trust and long-term relationships between hu-
manitarians and donors appear to enable more nuanced and productive discus-
sions about data sharing and expectations. Exceptions and compromise appear 
to be more possible when donor-partner relationships are established based on 
mutual trust and evolve and deepen over time. In one example from my research, 
a donor and humanitarian agency have negotiated a long-term funding relation-
ship that involves a limited degree of data sharing, such as a set of predefined 
and mutually agreed indicators to account for the funds provided. This last point 
under scores the crucial yet often overlooked relational element of data: that data 
collection and sharing rest on relationships. Research has pointed to the “social 
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life” of data, and the importance of the personal relationships that influence the 
ways that data may be trusted, or not, and disseminated.37

To conclude, it is worth reflecting on the question of the world imagined 
and produced through the management of data, and to point to some eth-
ical questions that arise, particularly related to debates about the primacy 

of local humanitarian action and the need to decolonize the sector.38 I offer four 
observations. First, as with many other fields, the humanitarian sector tends to 
pay attention to what is counted. And as indicated above, the voices that are too 
often missing in conversations about data and their management are the same 
ones that are muted or absent in the sector as a whole: the data subjects, also re-
ferred to as recipients or “beneficiaries” of assistance, as well as frontline human-
itarians and health workers. Instead, we privilege donor commentaries and re-
quirements, which prescribe particular questions, indicators, and categories. In 
short, those controlling the collection and use of data already wield power in the 
system. Even if humanitarians ask the beneficiaries of assistance what they need, 
this is often not counted or aggregated. Moreover, the richness of their stories and 
expertise is lost in the aggregation. What is missing as a result? What questions 
and what answers? How might these missing pieces shift our collective frames of 
reference? At present, the practices of collecting, using, sharing, and managing 
data all too often replicate and reinforce the structural inequalities that already 
exist in the humanitarian sector. 

Second, the increasing use of data in support of the sector is creating a corre-
sponding, and ever-increasing, body of professional expertise required to deploy 
technologies or gather data in conflict, disaster, or health emergency settings: 
in data science to analyze large data sets, in computer science or engineering to 
develop the technologies, as well as knowledge of increasingly sophisticated re-
search methods, and in other specialties to understand the national and interna-
tional law and regulation of these technologies (including that which does not yet 
exist). All of these are required to deploy effectively and ethically these technolo-
gies and to use the data. Yet, while this expertise is crucial, we must ask who this 
body of expertise privileges and who it leaves behind. Unfortunately, the answers 
read familiar: those left behind are likely the recipients of assistance, the local or-
ganizations, and the first responders who react and are then too-often displaced 
when the international humanitarian system takes over. 

Third, paying attention to the social life of data and the role of trust forces an 
examination of the links between trust and data sharing, and how this replicates 
the existing modes of action. Meaning, the organizations that have the long-term 
relationships with donors that allow trust to grow are the existing, established, 
and usually Northern humanitarian organizations. This further reinforces the 
privileged standing of these organizations in the humanitarian sector. Moreover, 
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it is these same agencies that have the capacity and resources to invest in data 
management and protection. As donor governments require more stringent data 
management as part of their partnership agreements or contractual relationships, 
they are likely to preclude partnerships with local humanitarian actors that do not 
have the same awareness, policies, or resources, thereby undermining the push to 
support local action. Together these pose additional, mostly invisible barriers for 
newer, less established, usually national or local actors seeking a more prominent 
role in humanitarian response, barriers that further undermine efforts to “local-
ize” humanitarian action. 

My final observation builds on the preceding ones, focusing on the relation-
al dimension of data. Much of the discussion about data and data sharing cen-
ters on technical elements and guidance, overlooking the relationships that facil-
itate data collection and govern data management, sharing, use, and destruction. 
These relationships include and exclude individuals and actors and perpetuate the 
power imbalance in the system. Shining light on the digital relationships inherent 
in humanitarian data collection, use, sharing, and destruction could provide addi-
tional pathways to challenge power in the system and address these asymmetries.

While better data might have the ability to improve the effectiveness of hu-
manitarian (health) response, examining the current governance of data sharing 
suggests that the world that is being imagined and reproduced is similar to the 
one that currently exists, with all its flaws. In short, the imperfections and pow-
er asymmetries of the current system are mirrored in its digital manifestations. 
Changing this will not be easy. Ensuring closed feedback loops (where those pro-
viding and collecting the data actually see results from their efforts), promoting 
data literacy across the sector that accounts for both the technical and relational 
dimensions of data, and allowing data and indicators to emerge not only from hu-
manitarians and donors but from those receiving assistance all represent a new 
beginning, a shift toward a different, imagined humanitarian world. 
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